OCOoO~NOUIWN P

STATE OF NEW YORK

2884

2019- 2020 Regul ar Sessi ons

| N SENATE

January 30, 2019

I ntroduced by Sens. SANDERS, CARLUCCI -- read tw ce and ordered printed,
and when printed to be comritted to the Committee on Consuner
Prot ection

AN ACT to anend the general business law, in relation to prohibiting the
di scl osure or use of a person's consuner credit history to an enploy-
er, labor organization, enploynent agency or agent thereof for
pur poses of enpl oynent deci sions

The People of the State of New York, represented in Senate and Assem
bly, do enact as foll ows:

Section 1. Section 380-a of the general business |aw is anmended by
addi ng a new subdi vision (u) to read as foll ows:

(u) The term "consuner credit history" nmeans an individual's credit
worthiness, credit standing, credit capacity or paynent history, as
i ndi cated by:

(1) a consuner credit report;

(2) credit score; or

(3) information an enployer obtains directly from the individua
regarding (i) details about credit accounts, including the individual's
nunber of credit accounts, late or m ssed paynents, charged-off debts,
items in collections, credit limt or prior credit report inquiries, or
(ii) bankruptcies, judgnents or liens.

A consuner credit report shall include any witten or other comruni-
cation of any infornmation by a consuner reporting agency that bears on a
consuner's creditworthiness, credit standing. credit capacity or credit
hi story.

8§ 2. Subdivision (d) of section 380-b of the general business law is
relettered subdivision (f) and two new subdivisions (d) and (e) are
added to read as fol |l ows:

(d) (1) Except as provided in this subdivision, it shall be an unlaw
ful discrinminatory practice for an enployer, |abor organization, enploy-
nent agency or any agent thereof to request or to use, and a violation

EXPLANATI ON--Matter in italics (underscored) is new, matter in brackets
[-] is oldlawto be omtted.
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of this article for any person to disclose, for enploynment purposes the
consuner _credit history of an applicant for enploynent or enployee, or
ot herwi se discrininate against an applicant or enployee with regard to
hiring, conpensation, or the terns, conditions or privileges of enploy-
nent based on the consuner credit history of the applicant or enpl oyee

(2) Paragraph one of this subdivision shall not apply to:

(i) an enployer, or agent thereof, that is required by state or feder-
al law or regulations or by a self-regulatory organization as defined in
section 3(a)(26) of the securities exchange act of 1934, as anended to
use an individual's consuner credit history for enploynent purposes:

(ii) persons applying for positions as or enpl oyed:

(A) as peace officers or police officers, as those terns are defined
in subdivisions thirty-three and thirty-four of section 1.20 of the
crimnal procedure law, respectively, or in a position wth a law
enf orcenent or investigative function in a | aw enforcenent agency;

(B) in a position in which an enployee is required to be bonded under
local, state or federal |aw

(€ in a position in which an enployee is required to possess security
cl earance under federal law or the law of any state;

(D) in a non-clerical position having regular access to trade secrets,
intelligence infornmation or national security information

(E) in a position: (1) having access to third party, consumer or
enpl oyer funds or assets valued at ten thousand dollars or nore; or (l1)
that involves a fiduciary responsibility to the enployer with the
authority to enter financial agreements or initiate, nodify or approve
paynments, valued at ten thousand dollars or npre on behalf of the
enpl oyer; or

(F) in a position with regular duties that allow the enployee to
design., nonitor, access., provision access and/or nodify (1) systens,
applications or databases containing confidential enployer and/ or
custoner data; or (ll1) digital security systens established to prevent
the unauthorized use of the enployer's or client's networks or data-
bases.

(3) Paragraph one of this subdivision shall not be construed to affect
the obligations of persons required by state or local lawrelating to
di sclosures by public enployees of conflicts of interest.

(4) As used in this subdivision:

(i) The term "intelligence information" neans records and data
conpiled for the purpose of crinmnal investigation or counterterrorism
including records and data relating to the order or security of a
correctional facility, reports of informants, investigators or other
persons, or fromany type of surveillance associated with an identifi-
able individual, or investigation or analysis of potential terrorist
threats.

(ii) The term"national security information" neans any know edge
relating to the national defense or foreign relations of the United
States, regardless of its physical form or characteristics, that 1is
owned by, produced by or for, or is under the control of the United
States government and is defined as such by the United States governnent
and its agencies and departnents.

(iii) The term "trade secrets" neans information that: (A) derives
i ndependent econoni ¢ value, actual or potential, fromnot being general -
ly known to, and not being readily ascertainable by proper neans by
ot her persons who can obtain econom c value fromits disclosure or use
(B) is the subject of efforts that are reasonable under the circum
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stances to maintain its secrecy; and (C can reasonably be said to be
the end product of significant innovation.

The term"trade secrets" does not include general proprietary conpany
informati on such as handbooks and policies. The term"reqular access to
trade secrets" does not include access to or the use of client, custoner
or mailing lists.

(5) Nothing in this subdivision shall preclude an enployer from
requesting or receiving consuner credit history information pursuant to
a lawful subpoena, court order or law enforcenent investigation.

(6) Paragraph one of this subdivision shall not apply to any city with
a popul ation of one mllion or nore.

(e) (1) Except as otherwi se provided in this subdivision, it shall be
an unlawful discrimnatory practice for any state or nunicipal agency to
request or use, and a violation of this article for any person to
disclose, for licensing or permtting purposes information contained in
the consuner credit history of an applicant, licensee or pernmittee for
licensing or permtting purposes.

(2) Paragraph one of this subdivision shall not apply to an agency
required by state or federal law or regulations to use an individual's
consuner credit history for licensing or permtting purposes.

(3) Paragraph one of this subdivision shall not be construed to affect

the ability of an agency to consider an applicant's, licensee's, regis-
trant's or permttee's failure to pay any tax, fine, penalty or fee for
which liability has been admitted by the person liable therefor, or for

whi ch judgnent has been entered by a court or administrative tribunal of
conpetent jurisdiction, or any tax for which a governnent agency has
issued a warrant, or a lien or levy on property.

(4) Nothing in this subdivision shall preclude a |licensing agency from
requesting, receiving, or using consuner credit history information
obt ai ned pursuant to a |lawful subpoena, court order or |aw enforcenent
investigation.

(5) Paragraph one of this subdivision shall not apply to any city with
a popul ation of one mllion or nore.

8 3. The division of human rights shall request information fromstate
and |local agencies and non-governnental enployers regardi ng the agen-
cies' and enployers' use of the exenptions established in subdivision
(d) of section 380-b of the general business |aw for purposes of hiring
and enployment. Wthin two years of the effective date of this act, the
division of human rights shall submt to the legislature a report
concerning the results of such request and any relevant feedback from
agenci es and enpl oyers.

8 4. This act shall take effect on the one hundred twentieth day after
it shall have becone a | aw




